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GENERAL PART 

 

ORGANIZATIONAL, MANAGEMENT AND CONTROL MODEL OF 

TELESPAZIO S.P.A. 

 

1.1 Introduction 

Telespazio S.p.A. (hereinafter “Telespazio”, “TPZ” or “Company”) is a public 
company subject to joint management and coordination of Leonardo S.p.A. and 

Thales S.A. The Company is one of the European leaders and one of the world’s 
leading operators in the field of satellite solutions and services. 

It is active in the areas of design, implementation and management of space 
systems, television and satellite telecommunications services, development of 

services and multimedia solutions, products, applications and services for 

environmental monitoring and spatial planning for scientific research. 

Furthermore, through the acquisition of the business unit “Spazio” of Vitrociset 

S.p.A., Telespazio has further expanded its business in strategic sectors such as 

space operations in the ground segment in support of space launches. 

Telespazio operates worldwide through a Group of companies controlled by it 
and has an extensive international network of space and teleport centres. 

TPZ has adopted – and updated over time - the Organizational, Management 
and Control Model (hereinafter “Model”), pursuant to the provisions of 

Legislative Decree june 8th 2001 n. 231(hereinafter the “Decree” or “Legislative 
Decree no. 231/01”) and based on the Guidelines by Confindustria, in order to 

ensure that anyone operating on behalf or in the interest of the Company always 
behaves in compliance with law and consistent with the principles of fairness and 

transparency in the conduct of business and corporate activities.  

The Decree establishes a regime of administrative liability of companies and 

associations. Precisely, it is a specific form of liability, nominally administrative, 
but substantially afflictive-criminal, borne by companies, associations and 

institutions in general (hereinafter referred to as “ entities”), for specific offences 

(for full listing of offences see Annex 1) committed or attempted in their interest 
or to the advantage by: 

• individuals who hold a representative, administrative or managerial position in 
the Entity itselve or in one of its organizational units, with financial and functional 
autonomy, as well as individuals who carry out, de facto, the management and 

control of the Entity in question (so-called “apical”);  

• individuals subordinate to the direction or to the supervision of one of the subjects 
referred to above (so-called “Subordinates”). 
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The responsibility of the entities shall be independent of that of the subject who 

carried out the act in the interest or to the advantage of entity. 

 

There is, however, a form of liability exemption. Specifically, Article 6 of the 
Decree states that, in the case of an offence committed by an apical subject, the 

entity shall not be liable if it can prove that: 

• the Board of Directors has adopted and effectively implemented, prior to the 

commission of the fact, an “organisational and management Model” capable 
of preventing crimes of the type that has occurred; For this purpose, the Model 

shall meet the following requirements: 

- “identify activities in which criminal offences may be committed”; 

- “provide for specific protocols pursuant to which the Entity’s decisions 

regarding the prevention of crime must be programmed and implemented”; 

-”implement suitable financial resources management procedures for the 

prevention of the offences”; 

- “establish reporting requirements to the body responsible for supervising the 

operation of and in compliance with the Models”;  

- “introduce a disciplinary system suitable to penalize the failure to comply 

with the measures indicated in Model”; 

• the task of supervising the functioning and observance of the Models and 

ensuring their updating has been assigned to an internal control body of the 
Entity with independent powers of initiative and control (hereinafter 

Surveillance Body);  

• individuals have committed the crime fraudulently avoiding the organisational 

and management Models;  

• there was no omission or insufficient vigilance on the part of the Surveillance 

Body. 

In the same way, the art. 7 of the Decree configures the administrative 

responsibility of the entities for the crimes committed by the subordinates, if 

their commission was made possible by the failure to comply with the direction 
or supervisory duties. In any case, failure to comply with these direction or 

supervisory obligations shall be ruled out where the entity has  demonstrated s 
that it has adopted and effectively implemented, before the offence was 

committed, a Model capable of preventing offences of the type that have 
occurred. 

The penalties provided by Legislative Decree no. 231/01 against the entities 
following the commission or attempted commission of the crimes which result 

the administrative responsibility of the same, are ascribable to the following 
categories: 
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•  pecunary sanctions; 

• disqualification sanctions; 

• confiscation; 

• publication of the judgment. 

For more information on the Decree, please refer to Annex 1 of the Model. 

 

1.2 Recipients of Telespazio’s Model 

The provisions of this Model apply to: 

- “Internal Recipients”:  

i) to members of the Board of Directors and, in any case, those who 

perform the functions of representation, management, 
administration, direction or control of the Company or of an 

organizational unit, having financial and functional autonomy 

(hereinafter “Directors”);  

ii) to members of the Board of Statutory Auditors (hereinafter 

“Statutory Auditors”);  

iii) to the employees and all the external co-workers under any type of 
contract with the company, including on an occasional and/or merely 

temporary basis (hereinafter “Employees”, “Personnel”); 

- “External Recipients”: to anyone having dealings of any nature with the 

Company, whether for a consideration or without consideration (such as, 

including but not limited to, consultants, suppliers, works or service 
contractors, commercial and financial partners and third parties in 

general). 

Internal and third-party Recipients are collectively referred to as "Recipients". 

The Recipients are obligated to comply with all the provisions of the Model. 

TPZ disapproves and punishes any behaviour not compliant to the provisions of 

the Model, as well as to the law, even if the conduct is performed in the belief of 
pursuing, even partially, the interests of the Company or with the intention of 

providing it with an advantage. 

 

1.3 Purposes of the Telespazio’s Model  

The Modelaims to: 

• integrate, by strengthening it, the TPZ Corporate Governance system, which 

presides over the management and control of the Company; 
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• define an organic prevention system, aimed at the reduction of the risk of 

commission of the crimes defined by the Decree (hereinafter also “predicate 
crimes”; for the types of predicate crimes please refer to the Annex 1 of the 

Model); 

• inform the Recipients about the existence of the Model and about the need to 

comply with it; 

• train the Internal Recipients of the Model, by stressing the point that TPZ shall 

not tolerate any illegal behaviour, regardless of the purpose pursued in 
committing the crime, or regardless of whether the offenders were acting on 

the wrong assumption that they were doing so in the interest or to the 
advantage of the Company, because such behaviours imply a violation of the 

ethical principles and values inspiring TPZ and are therefore opposed to the 
interest of the company; 

• sensitize and ensure that anyone operating in the name, on behalf or anyway 

in the interest of TPZ is aware that any predicate crime – even in terms of 
attempt - perpetrated in the mistaken assumption that he or she is operating 

in the interest or in advantage of the Company, may give rise to the 
application not only of criminal penalties against the agent, but also of 

administrative penalties against the Company (for further information on the 
penalties provided by the Legislative Decree no. 231/01 please refer to the 

Annex 1 of the Model), thus exposing the latter to financial, operating, image 
and reputational damage; 

• inform anyone operating in the name, on behalf or anyway in the interest of 
the Company that any violation of the provisions of the Model will lead to the 

application of penalties, whether or not any acts representing a crime have 
actually been performed yet. 

 

1.4 Preparation and update of the Telespazio’s Model  

TPZ ensures the continuous implementation and update of the Model in 

application of the methods indicated in Confindustria’s Guidelines most recently 

updated in June 2021 and in best practices.  

In 2004 the Board of Directors of TPZ approved the Organizational, Management 
and Control Model pursuant to the Decree, continuously updated by means of 

subsequent resolutions1 in order to take into account the new regulatory 
provisions, the case history as well as the amendments to the Company’s 

organization and business activities. 

 
1 Resolutions of 28 June 2006, 9 June 2009, 21 April 2011, 24 April 2012, 22 October 2012, 29 

April 2013, 19 December 2013, 4 December 2015, 28 July 2017, 14 October 2019, 24 Maj 

2021 and 6 March 2023. 
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In particular, with the support of the Surveillance Body (hereinafter “SB”), 

Telespazio shall: 

• periodically identify and assess crime sensitive areas as provided for in the 

Decree (the so-called “risk assessment”), predicate through the analysis of 
the company’s context and a valorization of the company’s prior recorded 

experience (so called “historical analysis”). To this effect, in line with the 
provisions of Confindustria’s Guidelines, the risk assessment activities shall 

keep in consideration the critical profiles emerged in the past in the context 
of TPZ’s operations and the Group Companies. The areas of risk associated 

with the management of existing intra-group relationships between Telespazio 
and the subsidiaries were also considered. 

As a result of such activity a document containing a map of all the company’s 
activities was produced, in which are reported the crime-risk areas and 

instrumental areas2, with the indication of the categories of crime that were 

more likely relevant. The modalities of crimes commission have been reported 
by of examples in the Special Parts of the Model. 

With reference to all the crime sensitive areas, the review covered any indirect 
relationships, such as those Telespazio has, or might have, through third 

parties. It should be also noted that the risk profiles connected to the activities 
carried out by TPZ also take into account the possibility that certain members 

of the company's personnel may collude with any parties external to the 
Company (so-called complicity in crime), as well as when they establish with 

such entities a basically stable organization and with the intent of committing 
an indefinite series of offences (crimes of association). The analysis also 

covered the possibility that the offences taken into consideration may be 
perpetrated in a foreign country, that is to say in a transnational manner; 

• analyze the preventive controls system in place in the processes/activities at 
risk (organizational framework, authorization framework, management 

control framework, document control and monitoring framework, procedures, 

etc.) in order to assess whether they are able to prevent the risk of crimes’ 

perpetration (the so called “as-is analysis”); 

• identify the areas where the system of controls can be improved and/or 

integrated and define the steps to be taken (the so-called “gap analysis”); 

• define the following corrective actions to implement (the so called 

implementation plan); 

• see to the constant implementation of the principles of conduct and of the 
procedural rules established in the Model and assess whether control 

 
2 “Instrumental” areas are those activities in which there is the chance that there are conditions, 

which can make possible the crimes commission within the “direct” risk areas. 
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instruments are effective and operating to monitor the actual observance of 

the Model. 

 

1.5 Document Structure 

The Model consists of a General Part and the Special Parts. 

In the General Part the essential components of the Model are illustrated, with 

specific reference to the Surveillance Body, the training of the staff, the diffusion 
of the Model, the disciplinary system and the measures to be taken in the event 

of non-compliance with its requirements. 

The Special Parts are, instead, dedicated to the different types of crime assumed 

relevant to the outcome of the risk assessment activity. 

To this mean, each Special Part contains the reference to the individual crimes 

referred to in the Decree (for the cases of the predicate crimes refer to the Annex 
1 of the Model), the general principles of behaviour on which conducts in all 

areas of potential crime-related risk and areas identified as being at risk of crime 
should be based (for the purpose of associating Areas at risk and U.O/LoB 

involved, please refer to the Annex 2 of the Model). 

Within each area of crime risk, sensitive activities, possible ways of committing 

crimes or instrumental conduct to the commission of crimes, as well as the 
principles of preventive control, are identified. 

 

1.6 Constituents of the Telespazio Model 

The essential components of the Model, referred to in the previous paragraph, 

are divided into: 

• an internal regulatory system, aimed at the prevention of the predicate 

crimes, and including the following documents: 

- the Code of Ethics of Telespazio, which describe the ethical responsibilities 
and commitments in the conduction of the company’s activities and 

business undertaken by anyone operating on behalf or in the interest of 
Telespazio;  

- the Anti-Corruption Code of Leonardo Group, adopted by Telespazio, which 
expresses the rules for preventing and fighting corruption. 

- the Charter of Values which expresses the guiding principles of Telespazio's 
way of doing business, based on the commitment to operate, anywhere in 

the world and at any level, according to strong and shared ethical values; 
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- internal procedural rules3, having the purpose of regulating the operating 

methods in crime risk areas, which need to be considered as the rules to 
be followed for performing the corporate activities, providing the controls 

to be carried out for ensuring their fairness, effectiveness and efficiency. 

Moreover, Telespazio has set responsibility, modalities and timing of the 

process of elaboration, updating and approval of the internal procedural 
rules. 

The internal procedural rules, available to all the employees, reside 
permanently on the corporate intranet, in their applicable version and as 

time in force, starting from their inclusion, in a dedicated section; 

• a management control framework and a cash flow control system for 

risk activities. 

The management of the financial flows is conducted according to the 

traceability and provability of the operations performed, as well as according 

to the powers and the responsibilities assigned. 

The management control framework adopted by Telespazio is structured into 

the different phases of preparation of the annual budget, analysis of interim 
closing statements and formulation of forecasts. 

The system ensures: 

- that several parties are involved, so as to guarantee a fair segregation of 

duties, for the processing and transmission of information, in such a way 
as to assure that all disbursements are requested, authorized, made and 

controlled by independent functions or otherwise distinct parties, to which, 
in addition, are not assigned other responsibilities that may lead to conflict 

of interests. When the disbursement of liquidity exceeds the predetermined 
thresholds, a double signature shall be required; 

 
3 The main internal procedural rules, according to the company documentation system, are: 

• Telespazio Group Directive: binding document stating, on a Telespazio Group level, the 

provisions relating to a specific theme/transnational process; 

• Policy: binding document aimed at 

• explaining, for certain areas, the company policy from which the related management 

system derives (example: Quality policy, Environmental policy); 

• explaining behavioral criteria related to specific management issues (example: telephony 

policy, company benefits). 

• Procedure: binding document defining and describing one or more processes, assigning 

responsibilities and actions to the various stakeholders. 

In addition, Leonardo S.p.A. can issue documentation related to the internal regulatory system, 

which is, in the various forms, disseminated and encompassed by TPZ. This, in particular, refers 

to the “Directives” and guidelines containing prescriptions applying to subsidiaries that are 

published in the corporate intranet and are formally adopted or encompassed by Telespazio into 

specific procedures, except in cases where they do not require the declination of internal 

processes. 
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- the preservation of assets, together with a prohibition to carry out risky 

financial operations; 

- that any actual or potential critical situations may be promptly reported, 

through a suitable and swift system of reporting and information flows;  

• an organizational structure in line with the corporate business, suitable to 

ensure proper behaviours, thus defining a clear and organic attribution of 
tasks, by implementing the correct segregation of functions, and pointed to 

the actual implementation and control of the desired governance structures, 
by use of:  

- organizational charts defined through Service Orders and Organization 
Notices that clearly identify the attributed responsibilities, areas of activity, 

the connection between the different Organizational Units and the reporting 
and functional lines, that faithfully reflects the actual operation of the 

pinpointed functions;  

- a system of management of outsourced processes for which the Company 
has defined the outsourced activities, the criteria for the selection of the 

third parties, and the methods for assessing their performance’s level; 
relations with these third parties (also belonging to the TPZ, Leonardo and 

Thales Groups) are formalised by service contracts; 

- a system of powers. In particular, the Company assigns: 

▪ permanent representation powers, by registered notary attorneys drawn 
up by a Civil Law Notary, regarding the performance of activities 

connected to the permanent responsibilities existing within the corporate 
organization; 

▪ powers to carry out single operations, conferred by attorneys, in 
compliance with the laws that define representation and with the types 

of deeds to be entered into, as well as taking into account the different 
needs of enforceability to third parties. 

The Company assures the constant updating and consistency of the 

system of powers and the organizational and management 
responsibilities defined, for example, in case of: review of the corporate 

macro-organizational structure (for example setting up organizational 
units); significant variations of responsibility and turnover of employees 

in a key position in the structure; resignation of individuals vested with 
corporate powers or individuals joining the organization and to be vested 

with corporate powers; 

• a Surveillance Body endowed with the requirements of autonomy, 

independence, continuity of action and professionalism of the tasks of 
supervising the execution of and the compliance with the Model and proposing 

any updates, having been granted with the powers, means and access to the 
necessary information to carry out such activity;  
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• a training and information system aimed at disclosing the contents and 

principles of the Model to all the Recipients;  

• a specific disciplinary system to punish the violations of the Model.  

 
Internal Regulatory System   - Code of Ethics of Telespazio 

- Anti-Corruption Code of Leonardo Group, adopted by 
Telespazio 
- Charter of Values 
- Internal Procedural Rules 
 

 

Management control 

framework and a cash flow 
control system  

 Financial flows are managed in compliance with the 

principles of traceability and documentability of the 
transactions carried out, as well as consistency with the 
powers and responsibilities assigned 

Organizational structure   - Organization charts 
- Management system of outsourced processes 

- System of powers (proxies and powers of attorney) 
 

Surveillance Body   With the task of supervising the functioning and 
observance of the Model and proposing its updating 

Training and information 
system 

 Aimed at disseminating the contents and principles of 
the Model to all Recipients 

Disciplinary System   To sanction violations of the Model 

CONSTITUENTS OF THE TELESPAZIO MODEL 

 

1.7 Control Principles pursuant to the Decree no. 231/01 

The Company has the purpose to implement an effective system of preventive 

controls that cannot be circumvented if not fraudulently. 

Such controls principles consist of three levels: 

• general control principles, to which the Internal Control System and risk 

prevention shall comply with:  

- segregation of functions between those who authorize, who executes 

and who controls the operations, in order to avoid that anyone has 
unlimited powers not supervised by others; 

- formalized internal procedures to regulate activities, responsibilities 
and controls; 
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- delegations of authority and proxies; 

- traceability – because the individuals, the organizational units involved 
and/or the information system used must ensure the identification and the 

traceability of the sources, information and checks performed which 
underlie the Company’s decisions and the modalities for managing the 

financial resources; 

• general principles of conduct, aimed at aligning the methods of decisions’ 

making, within each of the categories of crime considered to be more relevant 
or significant; 

• preventive control principles, aimed at preventing the materialization of 
crime commission within each of the risk areas mapped and listed in the 

Special Parts of the Model. 

Given the specific operation of TPZ, upon the outcome of the risk assessment 

activity, they were identified as the most relevant, and therefore subject to 

specific detail in the Special Parts of the Model, the crimes provided at articles 
24 and 254 (crimes against Public Administration), 24 bis (cybercrimes and 

unlawful data processing), 24 ter (organized crimes, also taking into account the 
transnational crimes and offences in accordance with Law no. 146/06), 25 bis 

(forging money, public credit notes, revenue stamps and instruments or identity 
marks), 25 bis 1 (crimes against industry and trade), 25 ter (corporate crimes), 

25 quinquies (crimes against individual personality, for what concerns the article 
603 bis of penal code “Illegal Intermediation and Labor Exploitation”), 25 sexies 

(market abuse and related administrative offences under the TUF), 25 septies 
(manslaughter and severe personal injuries committed in violation of accident 

violation and occupational health and safety provisions), 25 octies (receiving, 
laundering and using money, goods or profits from illegal activities, as well as 

self-laundering), 25 octies 1 (crimes relating to payment instruments other than 
cash), 25 novies (crimes connected with copyright infringement), 25 decies 

(inducing individuals into not making statements or into making false statements 

to judicial authorities), 25 undecies (environmental crimes) and 25 duodecies 
(employment of foreign nationals without a valid residence permit) , 25 

quinquiesdecies (fiscal crimes), and 25 sexiesdecies (contraband crimes), 25 
septiesdecies (crime against cultural heritage) and 25 duodevicies (laundering 

of cultural assets and devastation and looting of cultural and landscape assets)5 

of the Decree. 

 

 
4 With the introduction of Legislative Decree 4 October 2022, n. 156, the application of the 

offense pursuant to art. 322 bis c.p. was also extended to the crime of abuse of office pursuant 

to art. 323 c.p. 
5 Most recently amended by Legislative Decree 4 October 2022, n. 156. 
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With regard to the crimes referred to in Special Parts A and B1 (specifically, the 

crimes of corruption, provided for by the penal code, as well as corruption and 
incitement to corruption between private individuals, provided for by the civil 

code), in order to strengthen rules of conduct and the control measures adopted 
in the areas of activity at risk, the Company is also implementing a Management 

System for the prevention of corruption inspired by the prescriptions and 
indications suggested by the technical standard UNI ISO 37001:2016 "Anti-

bribery management system”, as an international reference standard for 

management systems for the prevention of corruption. 

 

 

 

For such categories of crime apply the general control principles described in the 
General Part, as well as the general principles of conduct and the preventive 

  
Special Part A 

Crimes against the Public Administration and the 

Administration of Justice, crimes against individual 

personality and the employment of foreign national 

without valid residence permit 

(Articles 24, 25, 25 quinquies - limited to article 603 bis 

of the Italian Criminal Code- 25 decies and 25 

duodecies of the Decree and art. 10(9) L. 16.03.2006 n. 

146) 

Special Part B 

Corporate crimes and market abuse  

(Article 25 ter and 25 sexies of the Decree and Article 

187 bis and ter of the Legislative Decree no. 58 of 1998 

Consolidate Law on Finance – “TUF”) 

Special Part B1 

Corruption among private parties  

(art. 25 ter (1, lett. s-bis)) 

  

Special Part C 

Manslaughter or severe personal injuries committed in 

violation of occupational health and safety provisions 

and Environmental Crimes  

(art. 25 septies and art. 25 undecies) 

  

Special Part D 

Receiving, laundering and using money, goods or 

profits from illegal activities, as well as self-laundering  

(art. 25 octies) 

  

Special Part D1 

Crimes relating to payment instruments other than 

cash (art. 25 octies 1)) 

  

Special Part E 

Cybercrimes and unlawful data processing and Crimes 

connected with copyright infringement  

(artt. 24 bis e 25 novies) 

Special Part F 

Crimes against industry and trade and forging money, 

public credit notes, revenue stamps and instruments or 

identity marks  

(art. 25 bis 1 and 25 bis) 

Special Part G 

Organized crimes 

(art. 24 ter of the Decree and 10 of the Law 

no.146/2006) 

 

  

Special Part I 

Contraband crimes 

(art. 25 sexiesdecies) 

Special Part L 

Crimes against cultural heritage, as well as laundering 

of cultural assets, devastation and looting of cultural 

and landscape assets (artt. 25 septiesdecies and 25 

duodevicies)) 

Special Part H 

Tax crimes  

(art. 25 quinquiesdecies) 

Le Parti Speciali del Modello. 



                                                                                                                                                                    General Part

  

16 
 

 

control principles described in the Code of Ethics, in Anti-Corruption Code of the 

Leonardo Group, in each Special Part and the internal procedural rules. 

Regarding the remaining categories of crimes provided for by the Decree, as a 

result of risk assessment activities, it has been considered that, although 
applicable, their commission can be deemed as not relevant by virtue of the 

Company's business activities. Therefore, in relation to these types of crimes 
shall be considered applicable to the general control principles described in the 

General Part, in the Code of Ethics, and in all internal corporate rules. 

1.8 Amendments and integrations of the Model 

The adoption and subsequent modifications and integrations of the Model shall 

be a responsibility of the Board of Directors of Telespazio in line with the 
provisions of Article 6 (1) (a) of the Decree.  

The Board of Directors shall establish any formal amendments to the Model with 
the support of the Organizational Unit competent on compliance matters. 

1.9 Adoption and management of the Model in the Group 

Telespazio deems that the respect of the laws, industry regulations and ethical 
principles outlined in the Code of Ethics and in the Anti-Corruption Code of the 

Leonardo Group must be an essential condition for maintaining and improving 
the corporate value over time.  

The Company, according to the organizational, management and operating 
autonomy of the Group companies, requests to each of its direct and indirect 

subsidiaries, subject to the provisions of the Italian law, to adopt and implement 
an organizational Model, taking into account the specific risk profiles relating to 

the actual operations carried out by each of them, in the pursuit of the following 
objectives: 

• ensuring correct behaviours, in the obedience of the laws, the regulations of 

the industry and the ethical principles set out in the Code of Ethics adopted 
by the Company and on Anti-Corruption Code of the Leonardo Group;  

• making anyone who operates in the context of the subsidiaries, aware that 
any unlawful behaviour can result in the application of criminal and 

administrative penalties, with a serious prejudice for the assets, the 
operations and the image not only of any involved company, but also of 

Telespazio and other Group companies. 

In other partially owned entities formed under Italian law, TPZ shall formally 

request compliance with the provisions of Legislative Decree 231/2001 through 
its representatives in the respective Boards of Directors or during Shareholders’ 

Meetings.  
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On the contrary, for the TPZ Group companies not under Italian law, the 

Company requires the adoption, implementation and updating of compliance 
programs consistent with the regulations referable to them and with the ethical 

principles outlined in the Anti-Corruption Code of Leonardo Group and in the 
Code of Ethics adopted by the Company. 

All Group Companies are required to comply with the rules and principles 
contained in the Group's Charter of Values of Leonardo, in their respective Codes 

of Ethics, in the Group's Anti-Corruption Code of Leonardo, in the Guidelines for 
Report Management, in the Directives, in their procedures and in other company 

documents, as well as in applicable national, international and local regulations.  

 

2. SURVEILLANCE BODY 

2.1 Composition and requirements of the Surveillance Body 

The SB of Telespazio is a mixed collegiate body, consisting of at least three 

members, whose majority shall consist of external members. 

The SB is appointed by the Board of Directors of Telespazio, which shall identify 

as well the Chairman of the Body, by choosing him among one of the external 
members. 

The two external members shall be selected among academic individuals and 
professionals with proven expertise and experience in legal, financial and 

internal control matters, as well as an adequate and proven experience within 

the Decree’s scope of application, whereas the internal member belongs to the 
Organizational Unit competent on compliance matter. 

The appointment, tasks, activities and operations of the SB as well as its 
members’ term of office, revocation, replacement and requirements, shall be 

regulated in a specific Statute approved by the Board of Directors of the 
Company. 

Furthermore, the Body has adopted a set of Regulations which are expression of 
its operational and organizational autonomy, intending to govern, in particular, 

the operation of its activities. 

In line with the Decree and the Guidelines of Confindustria, Telespazio's SB shall 

meet the following requirements: 

a) autonomy and independence; 

b) professionalism; 

c) continuity of action. 

 

a) Autonomy and independence 
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The SB shall be autonomous and independent from the corporate bodies on 

which it exercises its control activity. 

In no way whatsoever shall it be involved in management activities nor be 

dependent on a hierarchic reporting line. 

With the intent to preserving the independence of the SB, the Statute provides 

that the Body remains in office for a term of three years. Each external 
member of the SB may only be re-elected once; in any event, the Chairman 

shall hold the office until a successor is appointed. 

As a further guarantee of its independence, the SB shall inform the Board of 

Directors and the Board of Statutory Auditors on its activities, at least once a 
year. In any event, the Body shall promptly report on any particularly 

significant event. 

The activities put into place by the SB can not be challenged by any corporate 

function, body or structure, with the exception of the Board of Directors, which 

shall have power and duty to monitor the adequacy of the Body’s measures 
in order to ensure the update and application of the Model. 

In the performance of its functions, the SB shall be granted with adequate 
financial means to conduct its operations. 

 

b) Professionalism 

The members of the SB shall possess specific technical-professional expertise, 
adequate to the functions the Body is called to perform, and may also use the 

technical support of parties inside or outside the Company. 

In order to improve and increase efficiency in the performance of the assigned 

tasks and functions, the Body shall be supported in the performance of its 
operating activities by the Group Internal Audit Organizational Unit (dedicated 

to the space activities) of Leonardo S.p.a. (hereinafter “Leonardo”) and the 
TPZ Organisational Unit responsible for the compliance, as well as by other 

business functions or structures, which, from time to time, may be useful for 

the performance of their activities. 

 

c) Continuity of action 

The SB shall operate within the Company, continuously exercising powers of 

control and meeting at least once a month, to carry out its assignment. 

In order to ensure the sensitive corporate processes monitoring, as defined in 

the Decree, the SB in addition to the information provided by its internal 
members, uses also the company procedures, the incoming information flows 

and of the interviews with the Responsibles of the areas potentially at risk of 



                                                                                                                                                                    General Part

  

19 
 

 

crime. In performing its activities, the SB is supported by the Group Internal 

Audit Organizational Unit (dedicated to the space activities) of Leonardo. 

 

2.2 Causes for ineligibility, revocation of the appointment of members of 

the SB 

Any appointment as a member of the SB shall be conditional on the presence 
and continued existence of the requirements set in the Statute. 

In particular, members of SB must have the following integrity requirements: 

a) not being banned, incapacitated, in judicial liquidation or being sentenced to 

the ban, even temporary, from public offices or the inability to act in a 
managerial position; 

b) not being subject to preventive measures of insolvency provided by the 
judicial authority; 

c) not having been convicted, even with a non-definitive judgement, and having 
negotiated the punishment according to the Articles 444 and following of the 

Procedural Crime Code, for crimes set forth in the Decree no. 231 of 2001 or 

similar crimes (i.e. bankruptcy crimes, crimes against property, crimes against 
the public trust, etc.); 

d) not having been convicted, even with a non-definitive administrative 
judgement, for one of the crimes set forth in Articles 187 bis and 187 ter of 

Legislative Decree 58/1998 (hereinafter “TUF”); 

e) not having been investigated for crimes of association with the purpose of 

terrorism, including international or subversion of the democratic order, for 
the mafia-style association, for camorra or other kinds of associations whether 

locally named, pursuing purposes or acting with methods corresponding to 
those of the mafia-style associations; 

f) not having been sentenced, even with a non-definitive judgement, to 
imprisonment for not less than two years for any intentional crime, excluding 

the rehabilitation effects; 

 

External members of SB must have also the following independence 

requirements: 

a) not having any relationship by marriage, kinship or affinity within the fourth 

grade with Directors, Statutory Auditors or executives of Telespazio, 
Leonardo, Thales S.A. (hereinafter “Thales”) or other companies of the TPZ, 

Leonardo, Thales Groups; 
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b) not existence of any facts determining a conflict of interest, even if only 

potential, with Telespazio, Leonardo or Thales (or with other companies of the 
same Groups); in particular shall not be in place any business or professional 

relations with Telespazio, Leonardo or Thales (or with other companies of the 
same Groups) that may compromise the independence; 

c) not being member of the Board of Directors of Telespazio, Leonardo or Thales 
(or of other companies of the same Groups); 

d) not being in charge as a member of the SB in Telespazio, Leonardo, Thales or 
in other companies belonging to the TPZ, Leonardo and Thales Groups; 

e) not being owner, directly or indirectly, of Leonardo or Thales shares (or of any 
Group Companies), so as to compromise the independence; 

f) not existence of situations which may prevent from carrying out, diligently 
and effectively, the task inherent to the assignment, in the interest of the 

Company; 

g) not existence of other facts or conditions that may prevent the independence 
of judgment in exercising as member of the SB, taking into account the 

interest of the Company, Leonardo, Thales and other companies of the same 
Groups. 

With the intent to ensure the integrity and independence requirements, the 
external members of the Body, at the time of their appointment, and in any case 

before their establishment, must release a specific declaration, under penalty of 
revocation. In the context of the same declaration, the members of the 

Surveillance Body commit to promptly communicate any failure to meet the 
requisites of independence and integrity, as well as, more generally, any 

occurring circumstance that makes them incompatible with the performance of 
the assignment. 

Reasonable cause of suspension and subsequent revocation from office is: 

1. the missing of any of the integrity and independence requirements listed 

above (those changes have to be timely communicated to SB members); 

2. failure to attend at least to 80% (eighty per cent) of the SB meetings; 

3. not being anymore employed by Telespazio (for internal members); 

4. failure or negligence in the performance of the tasks assigned to the SB; 

5. violation of the Anti-Corruption Code of Leonardo Group, The Code of Ethics 

or the Model. 

In the event that all the members of the Surveillance Body, or the majority 

thereof, were revoked, the Board of Directors, upon consultation with the Board 
of Statutory Auditors, shall proceed to appoint a new Body. In the case that the 

appointment of the new SB is still under discussion, the functions and duties 
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thereto assigned shall be provisionally exercised by the Board of Statutory 

Auditors, according to the Article 6, paragraph 4 bis of the Decree. 

In addition the Board of Directors may, by giving notice to the Board of Statutory 

Auditors, suspend the duties of a member of the Body for: 

• the provisional application of preventive measures; 

• a conviction for a crime different from the ones for which the revocation is 
provided;  

• the application of personal precautionary measures. 

 

2.3 Functions and powers of the surveillance body 

The Surveillance Body, responsible for assessing and monitoring the adequacy 
and the actual observance of the Model and its update, is completely 

autonomous in its tasks and its decisions are unquestionable. 

More specifically, the SB shall be responsible for: 

• assessing the adequacy and efficacy of the Model on the business structure, 
and is actually able to prevent the crimes specified in the Decree, and 

proposing - if deemed necessary - any updates to the Model, particularly with 
regard to the evolution and changes in the business organizational structure 

and/or in the operations and/or in current laws; 

• monitoring and assessing the validity over time of the Model and the 

procedures, by promoting, also prior consultation with the interested business 

structures, all the necessary actions to ensure its effectiveness; 

• on the basis of the approved activities' Plan, or by means of unplanned 

surprise audits, carrying out periodical reviews on the business structures 
deemed to be at risk of crime, with a view to controlling whether the activity 

is carried out in accordance with the adopted Model; 

• monitoring the implementation and the actual operation of the proposed 

solutions, through a follow-up activity; 

• carrying out, also through specific planning of the interventions, an audit of 

the actions performed by the officers with signing powers; 

• periodically checking - with the support of the other competent functions - the 

system of delegated authorities in force, in order to ascertain the consistency 
with the settled organizational and management responsibilities, 

recommending amendments in case the managing power and/or the 
qualification does not match the representation powers conferred to the 

internal manager or the sub-managers in charge; 

• developing and overseeing, in application of the Model, an information flow 
capable of ensuring the regular update of the Surveillance Body by the 

relevant business structures, with regard to crime risk activities, and also 
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establishing – if required – further communication / reporting methods, with 

a view to acquiring knowledge of any violations of the Model; 

• overseeing the actual application of the Model and detecting any irregular 

behaviour that may emerge from the review of the information flows and of 
the reports received; 

• implementing, in line with the Model, an effective information flow directed to 
the relevant business bodies on the effectiveness and application of the Model;  

• promptly communicating to the Board of Directors any infringements to the 
provisions - of the law and of any procedures - that might give rise to the 

offences set forth in the Decree; 

• promoting, with the Organizational Unit competent on human resources and 

organization management, the personnel training through suitable initiatives 
for the circulation of knowledge and understanding of the Model; 

• checking that the internal managers in charge of risk areas know tasks and 

duties related to the control of the area with the purpose of preventing 
possible crimes as provided for in the Decree; 

• periodically assessing, with the support of the relevant structures, the validity 
of the contractual clauses aimed at ensuring that the Model is adopted by the 

third party Recipients; 

• communicating any violations of the Model to the relevant bodies, based on 

the Disciplinary System, in order to ensure the adoption of any sanctions. 

 

For the performance of the above mentioned duties, the SB shall be assigned 

the following powers: 

• access to any corporate document and/or information which might be useful 
for the performance of its functions;  

• appointment of consultants of proven professional stance, when necessary in 
order to carry out its activities; 

• require that the Heads of the corporate structures promptly supply 

information, data and/or news requested to them; 

• proceed, if necessary, to the direct interview of employees, Directors and 

members of the Board of Statutory Auditors of the Company; 

• request information from consultants, suppliers, contractors of works or 

services, financial and commercial partners and third parties in general within 
the activities carried out on behalf of the Company. 

The Body may decide to delegate one or more specific accomplishments to its 
members, based on their respective expertise, subject to the obligation to report 

to the Body itself. In any event, the Body shall have a collective responsibility 

also as concerns any functions delegated by it to individual members. 
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2.4 Reporting by the Surveillance Body to the corporate bodies 

Telespazio’s SB, within the scope of its tasks, informs the relevant corporate 
bodies so that they may adopt any consequent resolutions and undertake the 

necessary actions to ensure the actual and continuous adequacy and the 
material implementation of the Model. 

In particular, the SB shall at least half-yearly report to the Board of Directors 

and the Board of Statutory Auditors, about the following information: 

• the overall activity carried out, and particularly the reviews of sensitive 

processes pursuant to the Decree; 

• the critical profiles emerged either in terms of conducts or events internal to 

the Company, or in terms of the effectiveness of the Model; 

• an analysis of any submissions received and the relevant actions undertaken 

by the SB (according to the provisions of the Whistleblowing Management 
Guidelines in force) and other persons concerned; 

• the proposals of review and update of the Model; 

• the information on the Activity Plan. 

Moreover, the SB shall promptly report to the Chief Executive Officer (so called 
ad hoc reporting) on the following: 

• any violation of the Model which is regarded as having sufficient grounds and 
has come to its knowledge or found out by the Body itself; 

• detected organizational or procedural lacks which may give rise to a real 

danger of the commission of the crimes deemed significant for the Decree; 

• lack of cooperation by the business structures; 

• any criminal proceedings against individuals operating on behalf of the 
Company, or against TPZ in relation to crimes deemed significant for the 

Decree, which has come to knowledge; 

• any other information deemed useful for the approval of urgent resolutions by 

the Chief Executive Officer.  

The Body shall also promptly report as follows: 

• to the Board of Directors on any violations of the Model by the Chief Executive 
Officer, by executives of the Company, or by members of the Board of 

Statutory Auditors; 

• to the Board of Statutory Auditors on any violations of the Model by the 

Independent Auditors, or by the members of the Board of Directors, so that 
the measures set out in this regard by the law may be adopted. 

The SB of Telespazio, at the request of the aforementioned bodies, reports, at 

any moment, regarding the functioning of the Model or on specific situations, 

and may in turn, at any time, submit a request, in this regard. 
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The SB, in the management of reportings, operates in accordance with the 

“Guidelines on Whistleblowing Management” issued by Leonardo and adopted by 
the Board of Directors, in accordance with section 3.3 below. 

 

2.5 Information flows to the Surveillance Body 

The Article 6, paragraph 2, letter d) of the Decree requires that the Model must 

include an obligation to disclose information to the SB in charge of the 
surveillance on the application and observance of the Model itself.  

The prevision of information flow is necessary to guarantee an effective 
surveillance activity of the SB and for the identification, in retrospect, as 

applicable, of the causes that made it possible for the foregoing offences defined 
in the Decree to be committed. 

The information flows to the Surveillance Body are distinguished as follow:  

• ad-hoc information flows; 

• regular information. 
 

2.5.1 Ad-hoc Information flows  

Ad-hoc information flows addressed to the SB by corporate staff or third parties 

shall concern current or potential critical profiles and mayconcern, by way of 
example: 

• measures and/or notices coming from the judicial authority to the Company 

or to its Directors, executives or employees, from which it may emerge the 
performing of investigations by the same Authority conducted for 

administrative offences set out in the Legislative Decree no. 231/01 or for any 
predicate crimes, as well as for crimes that may, even indirectly, cause an 

administrative liability pursuant to the Decree; 

• requests for legal assistance made by executives and/or by employees in 

relation to the start of judicial proceedings for the predicate crimes; 

• the evidence of any disciplinary proceedings for the violations of the Model, 

Anti-Corruption Code of Leonardo Group or the Code of Ethics of Telespazio, 
of their outcomes and motivations, and of the eventual sanctions inflicted; 

• reports from which critical profile elements may emerge with regard to the 
observance of any provisions of the Decree; 

• the existence of any conflict of interest situations between one of the 
Recipients of the Model and the Company; 

• any provisions handed down by the judicial Authority on safety and health at 

the workplace, from which may emerge violations of this regulations; 



                                                                                                                                                                    General Part

  

25 
 

 

• any eventual provisions handed down by the judicial Authority on 

environmental law, from which may emerge violations of these regulations; 

• the intra-group transactions concluded at prices different from market rates, 

with a clear indication of the related reasons; 

• crimes pursuant to Legislative Decree 231/01 or the performance of acts 

intended to facilitate them; 

• crimes related to administrative offences pursuant to Legislative Decree 

231/01; 

• behaviours not in line with the rules of conduct provided by the Model and by 

the relevant internal procedural rules;  

• significant changes to, or detected gaps, in the business and organizational 

structure; 

• eventual changes to, or detected gaps, in the procedures; 

• eventual changes to, or detected gaps, in the system of powers; 

• operations having a risk profile associated with the commission of the crime; 

• any financial transfers between the Company and other companies of the TPZ, 

Leonardo and Thales Groups that are not justified in a specific contract 
stipulated under market conditions; 

• any financial and commercial transactions carried out in countries with 
privileged tax regime; 

• the information and training activities carried out in the implementation phase 
of the Model and the staff’s participation in such activities; 

• any disputes resulting from an inspection on safety and health in the 
workplace and environmental issued by Public Entities and/or control 

Authorities (i.e. ARPA, ASL, etc.) as well as any other document on the 
aforementioned subjects; 

• any documents which might be useful to forecast and maintain over time an 
adequate control structure able to prevent any illegal behaviours in the use of 

IT tools and systems and in the data processing (i.e. network traffic reporting 

in aggregate form), as well as in the management of intellectual properties; 

• any changes to the Risk Assessment Document, and to the Emergency Plan; 

• the report of the HSE Committee meetings, including the data related to any 
accidents that have occurred in the company as well as the so-called "near-

accidents", that include all those events which, although they have not 
resulted into harmful events for workers, can still be considered symptomatic 

of any weaknesses or gaps in the health and safety system and in the 
measures adopted for the purpose of adjusting the procedures. 

The SB may also request from the external auditors’ information concerning the 
audits they carried out which may be useful for the implementation of the Model 
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and schedule a periodical exchange of information as well as meetings with the 

Board of Statutory Auditors and the external auditors.  

 

 

2.5.2 Regular information 

In addition to the information provided in the previous paragraph, the 
information regarding recurrent activities that could be relevant to the Body for 

the purpose of carrying out the tasks assigned to it (with the obligation to make 
available to the SB the related documentation, if available), shall be promptly 

communicated to the Body, such as: 

• the request, payment or management of grants; 

• the outcomes of the testing and monitoring activities on environmental 
requirements; 

• policy regarding the activity carried out by the Organizational Unit responsible 

for Anti-corruption. 

 

2.5.3 Reporting to the SB by the Heads of the crime risk areas 

(Evidencing Paper) 

The Heads of the Organizational Units and the Line of Business are internal 
managers in charge of each risk operation they carry out, directly or through 

their collaborators. 

Risk activities must be communicated to the SB by the mentioned Heads of the 

units by filling in an Evidencing Paper to be updated on a periodical basis. 

The CEO and the first and second level Heads of the identified risk areas must 

complete and sign the Evidence Sheets and send them to the Body, which is 
responsible to file them through its Technical Secretariat and test their contents, 

including during the interviews held on a regular basis with the various LoB/UO 
managers in charge and their collaborators.  

On these operations, the SB carries out further controls, which will be recorded 

in writing.  

The Body shall issue and update the standardized instructions to the managers 

in charge of the risk areas on how to fill the Evidence forms out in a uniform and 
consistent manner. Such instructions must be recorded in writing and kept in 

both hard copy and electronic format. 
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2.5.4 Contact Details Of The SB 

In order to facilitate information flows to the SB, a dedicated e-mail address has 
been set up: odv@telespazio.com. 

Moreover, the SB can be contacted by postal mail to the address: 
"Organismo di Vigilanza ex D.Lgs. 231/01, Telespazio S.p.A., Via 

Tiburtina 965, 00156, Roma”;  

 

3. THE WHISTLEBLOWING REGULATION 

 

The whistleblowing system is drafted in compliance and consistency with the 

regulatory framework described below.  

 

D.lgs. March 10th 2023, n. 24 – Implementation of directive (EU) 
2019/1937 of the European Parliament and of the Council, of 23 october 

2019, on the protection of persons who report breaches of Union law 
and on provisions regarding the protection of persons who report 

violations of national regulatory provisions. 
The Decree implements the EU Directive (EU) 2019/1937 on whistleblowing and 

extends the protections provided to all those who report violations of which they 
have become aware within their work context, as employees or collaborators, 

subordinate and self-employed workers, freelancers and other categories such 

as volunteers and trainees including unpaid ones, shareholders and persons with 
administrative, management, control, supervisory or representative functions. 

In addition, protection measures also apply to so-called "facilitators," colleagues 
and to those people linked to the whistleblower by a stable emotional or family 

relationship. 
 

Among its binding contents, the directive - which has been fully implemented by 
the Implementing Decree and by Telespazio S.p.A.'s Model 231 - provides that 

protection is also granted in the case of reports or disclosures that later turn out 
to be unfounded, if the reporter had reasonable grounds to believe that the 

violations were true. However, the protection ceases if the unfounded reports 
were made with malicious intent or serious negligence. 

 

3.1 Reference Principles  

Telespazio S.p.A., in pursuit of its business targets, is committed to the contrast 

of unlawful conduct both through the diffusion and promotion of ethical values 
and principles, and through the effective implementation of rules of conduct and 

control processes, in line with the requirements set by applicable regulations and 
with national and international best practices. In this regard, the Company has 

mailto:odv@telespazio.com
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developed corporate protocols and control measures with the aim of being 

compliant with industry regulations and eliminating or, at least, containing the 
risk of commission of crimes by its representatives, employees and 

collaborators. 

 

The Company's goal is to encourage and enable people to report in good faith, 
or on the basis of reasonable belief, irregularities and/or wrongdoing 

encountered during their work activities, benefiting from a protectionsystem 
based on the safeguarding of confidentiality and the prohibition of the application 

of retaliatory measures against the reporting person. 

Telespazio S.p.A. has adopted a specific process for conducting investigations 

following reports received. In this regard, the Company provides clear 
indications regarding the conduct and outcome of such investigations, archiving, 

monitoring and corrective actions regarding the reports received. 

The verifications are conducted in compliance with the obligations of 
confidentiality and the prohibition of the application of retaliatory measures 

guaranteed to reporting persons. 

Telespazio S.p.A., in order to protect and guarantee the confidentiality of the 

identity of the reporting person and any other information from which such 
identity may be inferred, directly or indirectly, ensures discretion and 

confidentiality in the entire process of handling the reports, from the reception 
phase to the investigative and concluding phase. Same forms of protection are 

also guaranteed in favor of the person involved. This is without prejudice to legal 
provisions imposing an obligation to disclose such names (e.g., requests from 

the Judicial Authority, etc.). 

In this regard, the Whistleblowing Platform implemented by the Leonardo Group 

- used by Telespazio S.p.A. - is an IT tool that, also through an encryption 
system, guarantees the confidentiality of the identity of the reporter, the person 

involved and the person in any case mentioned in the report, as well as the 

content of the report and the related documentation. 

 

Telespazio S.p.A guarantees protection from any act of retaliation, discrimination 
or penalization, direct or indirect, against the reporting person for reasons 

related, directly or indirectly, to the report. Act of retaliation is to be understood 
as any behavior, act or omission, even if only attempted or threatened, 

committed as a result of the internal or external report, report to the Judicial or 
Accounting Authority or public disclosure and which causes or may cause the 

reporting person or the person who made the report, directly or indirectly, unfair 
harm. 

The same protective measures also apply: 
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• to the facilitator; 

• to persons in the same work environment as the reporting person and who 
are related to him or her by a stable emotional or family relationship within 

the fourth degree; 

• to co-workers of the reporting person who work in the same work 

environment as the reporting person and who have a usual and current 
relationship with that person; 

• to entities owned by the reporting person or for which the same persons 
work, as well as entities that work in the same work environment as the 

aforementioned persons; 

• in the case of anonymous reporting, if the reporting person is subsequently 

identified. 
 

In order to protect the dignity, honor and reputation of everyone, Telespazio 

S.p.A. is committed to offering maximum protection from defamatory or 

calumnious reports. In this regard, without prejudice to the specific limitations 

of liability provided for in Article 20 of Legislative Decree 24/2023, when it is 

established by a judicial decision, even if not final at first instance, the criminal 

liability of the reporting person for the crimes of defamation or slander. or his 

civil liability, for the same title, in cases of malicious intent or severe negligence, 

the protections from retaliation referred to in the preceding paragraph do not 

apply and the reporting person is imposed a disciplinary sanction. 

 

3.2 Violations Subject To Reporting 

The subject of reporting are information on violations (including well-founded 

suspicions) of national and European Union regulations that harm the public 

interest or the integrity of the private entity, committed within the organization 

of the entity with which the reporting person has one of the qualified legal 

relationships. 

Information on violations may also cover violations not yet committed that the 

Whistleblower reasonably believes could be committed based on concrete 

elements. Such elements may also include irregularities and anomalies 

(symptomatic indices) that the whistleblower believes could give rise to one of 

the violations set forth in the Decree. 

Specifically, the violations being reported may concern: 

• administrative, accounting, civil and/or criminal offenses; 

• unlawful conduct relevant under Legislative Decree 231/01; 
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• violations of Model 231 and other Company Protocols (Code of Ethics, Anti-

Corruption Code, etc.); 

• offenses that fall within the scope of application of European Union or 

national acts relating to the following areas: public tenders; services, 
products and financial markets and prevention of money laundering and 

financing of terrorism; product safety and compliance; transportation 
safety; environmental protection; radiation protection and nuclear safety; 

food and feed safety and animal health and welfare; public health; 
consumer protection; privacy and personal data protection and security of 

networks and information systems; 

• acts or omissions affecting the financial interests of the Union; 

• acts or omissions concerning the internal market. 

• acts or conduct that frustrate the object or purpose of the provisions set 

forth in Union acts. 

 

Reports may concern the following subjects: 

• Telespazio S.p.a.; 

• employees and collaborators of Telespazio S.p.a.; 

• members of Telespazio S.p.a.'s corporate bodies; 

• third parties who have business relations and relationships with Telespazio 

S.p.A. (e.g. suppliers, consultants, collaborators, intermediaries). 
 

3.3 Internal Reporting Channel 

The Company has chosen to equip itself with the Whistleblowing platform 

implemented by the Leonardo Group that can be reached at the following links: 

• https://www.telespazio.com/it/company/etica-compliance/gestione-
segnalazioni;  

• https://whistleblowing.leonardocompany.com/?lang=1 
 

The platform has been activated specifically by the Group for the transmission 

and management of reports in coordination with Telespazio's SB, in order to 

enable the latter to carry out the functions provided for by Legislative Decree 

231/2001. 

For the purposes of an effective management of the report, it is advisable that 

the person making the report provide, in good faith, all useful elements to allow 

the carrying out of the verifications to confirm the validity of the facts reported, 

also transmitting, where available, supporting documentary evidence. 

https://www.telespazio.com/it/company/etica-compliance/gestione-segnalazioni
https://www.telespazio.com/it/company/etica-compliance/gestione-segnalazioni
https://whistleblowing.leonardocompany.com/?lang=1
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Reports can be made either in written form (exclusively through the use of the 

Whistleblowing Platform) or in oral form. For reports in oral form, the reporting 

person may alternatively attach an audio file or request a face-to-face meeting 

with the Whistleblowing Manager. 

The Company undertakes to analyze reports received in any language. 

 

3.4 Measures And Sanctions 

If, from the verifications of the reports conducted, an irregularity and/or unlawful 

conduct imputable to Telespazio S.p.A. personnel is found, the Company acts 

promptly and immediately, through appropriate and proportionate measures and 

sanctions, taking into account the seriousness of the conduct, its potential 

criminal relevance and the possible opening of criminal proceedings in cases 

where it constitutes a crime, in accordance with the provisions of the Company 

Protocols, the collective labour agreement, other applicable national regulations, 

as well as the disciplinary system provided for in paragraph 5 of the 

Organization, Management and Control Model pursuant to Legislative Decree 

231/01. 

 

3.5 Traceability Of The Reporting Management Process 

The Reporting Manager shall take care of the storage of reports received, 

adopting appropriate security requirements.  

Reports and related documentation shall be retained for as long as necessary for 

the processing of the report, but no longer than five years from the date of 

communication of the final outcome of the reporting procedure. 

 

3.6 External Reporting Channel And Public Disclosure 

In accordance with the provisions of Legislative Decree 24/2023, the reporter, 

upon the occurrence of certain conditions, may make use of the external 

reporting channel or public disclosure. 
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4. PERSONNEL TRAINING AND CIRCULATION OF THE MODEL IN THE 

CORPORATE ENVIRONMENT AND OUTSIDE THE COMPANY 

4.1 Personnel training  

Telespazio shall promote the knowledge of the Model, of the internal regulatory 
system and their updates among all employees who shall, therefore, be required 

to know, comply with and carry out its contents. 

The Organizational Unit competent on Human Resources and Organization 
management shall manage, with the Organizational Unit competent on 

compliance, the training of staff on the contents of the Decree and on the 
implementation of the Model, giving notice to the SB. 

In this context, communications shall involve: 

• the upload of the Model, of the Code of Ethics and of the Anti-Corruption Code 

of Leonardo Group in the corporate intranet, in the specific section " 
Governance" and in the section “Ethics-Compliance” of the Company's 

intranet, including in the English version; 

• the availability of the Model, of the Code of Ethics and of the Anti-Corruption 

Code of Leonardo Group to the whole staff, as well as the distribution of these 
documents to the new employees at the time they are employed in the firm, 

with a signature acknowledging reception and a commitment to know and 
respect the relevant provisions; 

• the on-line course, permanently available, on the contents of the Decree, of 

the Model, of the Code of Ethics and of the Anti-Corruption Code of Leonardo 
Group; 

• the update information on any changes to the Model, to the Code of Ethics or 
to the Anti-Corruption Code of Leonardo Group. 

The training path shall be divided into the following steps: 

• management and personnel with powers of representation of the Entity: initial 

training; occasional updating email; timely “classroom” training, following 
updates of the Model, the Code of Ethics or the Anti-Corruption Code of 

Leonardo Group; 

• other personnel: full disclosure of information at the time of hiring; initial “e-

learning” training course; occasional updating email; timely “e-learning” 
training, following updates of the Model, the Code of Ethics or the Anti-

Corruption Code of Leonardo Group. 

The participation in the training sessions, just as for the on-line course, is 

mandatory. The training is diversified according to the Internal Recipients to 

whom it is addressed and is repeated over time. The Organizational Unit 
competent on human resources and organization management shall monitor, 

with the Organizational Unit competent on compliance, that the training path is 

followed by the whole staff, included new employees. 
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Attendance to the training sessions shall be tracked by requesting a signature 

of attendance in the form provided and, for e-learning activities, through the 
certificate of use of the names of the individuals involved, available on the 

specific IT platform. 

In the event of significant amendments to the Model, to the Code of Ethics or to 

the Anti-Corruption Code of the Leonardo Group, training sessions shall be held, 
where the Surveillance Body considers insufficient the mere circulation of the 

amendment in the manners stated above, given the complexity of the topic. 

 

4.2 Infomation to the Third Party Recipients 

Telespazio promotes the knowledge of and compliance with the Model, the Code 
of Ethics and the Anti-Corruption Code of Leonardo Group adopted by Telespazio 

also among partners, consultants, suppliers, contractors of works and services, 

commercial and financial partners and third parties in general of the Company. 

TPZ shall insert, in the contracts with the aforementioned counterparties specific 
clauses which provide for the termination of contractual obligations in the event 

of a breach of the ethical principles established in the above mentioned 
documents. 

5. DISCIPLINARY SYSTEM AND MEASURES IN THE EVENT OF NON-

COMPLIANCE TO THE PROVISIONS OF THE MODEL 

5.1 General principles 

The development of a sanctions system capable of addressing the violations to 
the provisions of the Model is essential in order to ensure the effectiveness of 

the Model itself. 

On this behalf, in fact, the articles 6 paragraph 2, letter e) and 7, paragraph 4, 

letter b), of the Decree provides that the organizational and management Models 

must introduce a disciplinary system capable of sanctioning any failure to comply 

with the measures indicated in them. 

For the purposes of the disciplinary system, and in compliance with the terms of 
collectively negotiated labour agreements, any conduct carried out in breach of 

the Model is punishable. Because the Model includes the whole internal 
regulatory system, which is an integral part thereof, there follows that “in breach 

of the Model” shall also mean in breach of one or more principles or rules defined 

within the corporate documents forming the regulatory system (see par. 1.6). 

The application of disciplinary measures must be independent on the starting 
and/or outcome of any criminal proceedings, insofar as Telespazio has adopted 

the rules of conduct provided by the Model in full autonomy and regardless of 

the type of offence determined by the violations to the Model itself.  
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In particular, it is possible to identify, by way of example and with no limitation, 

the following main types of violations:  

a) non-compliance to the Model, in case of violations aimed at the commission 

of a crime included in the Decree or there is a danger that the Company is 

held responsible according to the Decree; 

b) non-compliance to the Model, in case of violations related, in any way, to the 
crime risk areas or to the sensitive activities reported in the Special Parts of 

the Model; 

c) non-compliance to the Model, in case of violations related, in any way, to the 

crime risk areas identified as “instrumental” in the Special Parts of the Model; 

d) absence of the activities of documentation, conservation and control of the 

documents mentioned from the internal procedural rules, in order to hinder 

their transparency and verifiability; 

e) omissions in oversight by the hierarchical superiors on the conducts of their 

subordinates in order to verify the correct and effective application of the 

Model’s provisions; 

f) unjustified non-participation by the Recipients to the training activities 

concerning the content of the Model and, more in general, of the Decree;  

g) violation and/or circumventions of the control system, carried out through the 
removal, destruction or alteration of the documentation provided from the 

internal procedural rules, or by precluding the control or access to information 

and documentation to the persons in charge, including the SB; 

h) any act, direct or indirect, of retaliation or discrimination, against the 

whistleblowers for reasons connected, directly or indirectly, with the report; 

i) reports which revealed to be unfounded, made with intent or gross 

negligence; 

j) violations of measures put in place to protect the whistleblower and the 

reported person; 

k) violation of the disclosure obligations to the SB (as described in paragraph  

“Information flows to the Surveillance Body”). 

The identification and application of penalties must take into account the 

principle of proportionality and adequacy compared to the contested violation. 

On this behalf, the following elements are significant: 

• type of the alleged offence; 

• factual circumstances in which the offence took place (time and means of the 

realization of the infraction); 

• the overall behaviour of the worker; 

• worker’s job;  
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• the seriousness of the violation, taking also into account the subjective 

attitude of the offender (intentionality of the behaviour or negligence’s, 
carelessness’s and incompetence’s degree, with regard of the likelihood of the 

event); 

• the estimate of the damage or the danger, as a consequence of the infraction, 

for the Company; 

• whether more than one violation is generated by the same conduct;  

• whether more than one individual has committed the same violation;  

• whether the author of the violation is a re-offender. 

The sanctions divided by type of relationship between the subject and the 

Company and the related disciplinary procedure are shown below. 

5.2 Measures towards Directors and Statutory Auditors 

In the event of a violation of the Model by one or more Directors and/or Statutory 
Auditors of Telespazio, the Surevillance Body informs the Board of Directors and 

the board of Statutory Auditors, whom, within their competence, depending on 
the individual concerned, shall take one of the following measures considering 

the seriousness of the violation and according to the powers provided for by the 

law and/or the Statute:  

• statements contained in minutes of meetings; 

• formal injunction; 

• revocation of appointment; 

• request of calling or calling of a Meeting whose agenda must include the 
adoption of adequate measures against the individuals responsible for the 

violation, including legal proceedings with the intent to assessing the 
responsibility of the Director and/or Statutory Auditor towards the Company 

and the redress of the damages which the company is suffering or has 
suffered. 

Considering that Telespazio’s Directors are appointed by the Meeting of the 
Shareholders of the Company, in the event of any infringements of the Model 

that could jeopardise the relationship of trust with a company’s director or of 
serious reasons connected to the protection of the interest and/or image of the 

Company, the Meeting of the Shareholders shall be called to deliberate on the 

possible revocation of the appointment.  

 

5.3 Measures towards employees 

Any employees’ behaviour violating the rules of conduct provided for in the 

Model shall be defined as a “disciplinary offences”, and shall be also considered 
significant for the Company’s Disciplinary Code. 
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The disciplinary sanctions fall within those provided for by the Company’s 

Disciplinary Code, according to the provisions outlined in Article 7 of the Italian 
Workers’ Charter and in the specific applicable collective agreement. 

The abstract categories of breaches describe the conducts subject to sanctions, 
for which is indicated the relevant disciplinary measures to be taken according 

to the principles of proportionality and adequacy, and taking into account as well 
the circumstances reported at the previous paragraph “Disciplinary system and 

measures in the event of non-compliance to the provisions of the Model”. 

 

5.3.1 Executives 

If any executive, while carrying out his activities in risk areas, is in breach of 

any provisions of the Model or adopts a conduct which violates the provisions of 
such Model, appropriate measures will be taken against the aforementioned 

executive, in compliance with the provisions of the law and of the applicable 

collective agreements (National Collective Bargaining Employment Contract - 

Executives of Companies that produce goods and services). 

In particular: 

• where the violation of one or more provisions of the Model is as serious as to 

compromise the trusting relationship, thus preventing the possibility of any 
continuation, even temporary, of the employment, the executive shall be 

dismissed without notice; 

• where the violation is considered mild but still serious enough to compromise 

irreparably the trusting relationship, the executive shall be dismissed for good 

reason, with notice.  

 

5.3.2 Employees and Middle Management 

In line with the provisions of the applicable collective laws: 

a) the worker who infringes the internal procedures as outlined in the Model or 

who, while carrying out activities in a risk area, adopts a conduct which is not 

compliant with the provisions of such Model, shall be subject to verbal 
warning, written admonition, fine or suspension from work and remuneration, 

depending on how serious the infringement is, as such conduct must be 
construed as a violation of employee’s duties, which the National Collective 

Bargaining Employment Contract identifies as detrimental to the Company’s 
morale and safety; 

b) the worker who, while carrying out activities in risk areas, commits a 
significant breach of the provisions of the Model, shall be subject to dismissal 

with notice, as such conduct shall be construed as a violation of a more serious 
nature than those identified under point a) above; 
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c) the worker who, while carrying out activities in risk areas, adopts a conduct 

which is unequivocally aimed at the perpetration of an offence for which a 
sanction is provided for in the Decree or which is in violation of the provisions 

of the Model and such as to give rise against the Company any of the measures 
provided for in the Decree, shall be subject to dismissal without notice, as 

such conduct shall be construed as a very serious violation which causes 
serious ethical and/or material damage for the Company. 

This document, for all the purposes of the law, shall supplement the Company’s 
Disciplinary Code and is subject to publication and notification procedures 

pursuant to Article 7 of the Italian Workers’ Charter. 

 

5.4 Disciplinary measures towards Third Party Recipients and the external 

members of the Surveillance Body 

Any conduct adopted in the context of a contractual relationship by providers, 
consultants, contractors of works and services, commercial and financial 

partners, third parties in general, including the members (external) of the 

Surveillance Body, in contrast with the lines of conduct identified in the Model, 
will cause a suspension or automatic termination of the contractual relationship, 

in application of the clauses that Telespazio includes in any agreement. 

In the event that the violations are committed by workers employed through 

personnel-leasing agencies or through works or services procurement contract, 
the sanctions will be applied to the employee, after that the violations committed 

by the same have been positively investigated, by its employer (personnel-
leasing agency or contractor) and the proceedings may also result in action 

against the personnel-leasing agency or contractor itself. The Company, 
however, may simply ask, in accordance with the contractual agreements with 

the contractors and the personnel-leasing administrators, the replacement of 

workers who have committed the above mentioned violations. 

 

5.5 Procedure for the application of sanctions 

The process for the application of penalties after violations to the Model shall be 

divided into the phases desrcibed below, which differ in terms and methods for 

each category of Recipients: 

• notice of violation sent to the individual concerned, as a condition of the 
sanction procedure; 

• formulation of any justifications and counter-arguments with respect to the 
disputed facts, in written and / or oral form; 

• determination and subsequent application of the sanction; 
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• any appeal against the disciplinary measure by the interested party and 

subsequent management thereof. 

The process shall always start after the corporate bodies from time to time 

responsible for it and listed below receive communication through which reports 

the occurred breach of the Model. 

 

5.5.1 Disciplinary proceedings against Directors,  Statutory Auditors 

and members of the Surveillance Body 

In the event of a violation of the Model by a Director who is not an employee of 

the Company, the Surveillance Body shall submit to the Chief Executive Officer, 
who subsequently forward it to the Board of Directors and the Board of Statutory 

Auditors, a report containing: 

• the description of the charged conduct;  

• the indication of the Model's provisions which have been violated;  

• the personal details of the person who is responsible for the violation;  

• any documents proving the violation and/or any other evidence;  

• a proposal for the sanction deemed to be appropriate in the specific case.  

Within ten days from acquisition of the report, the Board of Directors shall call 

the member pointed out to a meeting of the Board, which must be held within 

thirty days from reception of the report itself.  

The convocation must: 

• be in writing; 

• specify the exact alleged conduct and the Model's provisions violated; 

• contain potential documents proving the violation and/or the other elements 

which support the violation;  

• contain the date of the meeting, specifying the right to produce any written 

or oral objections and/or comments. The notice must bear the signature of 
the Chairman and at least two members of the Board of Directors.  

In occasion of the Meeting of the Board of Directors, which is opened to SB's 

members, shall include the audition of the concerned individual, the hearing of 
any comments submitted by the latter and any further assessments deemed to 

be appropriate. 

The Board of Directors, on the basis of the elements acquired, shall determine 

the most suitable sanction, explaining the reasons for any disagreements with 

the proposal of sanction included in the report received.  

The resolution of the Board of Directors and/or of the Shareholders' Meeting, as 
applicable, shall be communicated in writing by the Board of Directors to the 

concerned individual and to the SB, for the appropriate controls.  
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The above procedure is applied, once the necessary changes have been made, 

also when the Model is violated by the Managing Director. In this case, the SB 
sends the communication to the Chairman of the Board of Statutory Auditors 

who will start the disciplinary procedure. 

When a Model's violation by a Director who is also an employee of the Company 

occurs, the disciplinary procedure shall be applied by the Board of Directors, 
taking into account the provisions of the relevant National Collective Bargaining 

Employment Contract. 

When the above procedure results in a dismissal, the Board of Directors shall 

promptly call a Shareholders' Meeting for the approval of the revocation of the 

Director from his/her office. 

In any case, the Board of Directors is entitled (even without dismissal of the 
Director and however pending the performing of the proceedings provided for at 

paragraph “Disciplinary proceedings against employees”) to adopt any proper 

measure against the Director itself, providing adequate and prompt 

communication to the SB.  

When a Model's violation by all members of the Board of Directors, the 

disciplinary procedure shall be applied by the Board of Statutory Auditors. 

The above procedure shall be applied also when the Model is violated by a 
member of the Board of Statutory Auditors, to the extent allowed by the 

applicable laws. The procedure described above is applied, once the necessary 
changes have been made, even if the Model is violated by one or more members 

of the Sureveillance Body (integrated with the provisions referred to in the 

paragraph "Disciplinary procedure against employees" for internal members).  

In this case, the report of the violation will be sent to the Chairman of the Board 
of Statutory Auditors, who will prepare the report and transmit it to the Board 

of Directors. 

 

5.5.2. Disciplinary proceedings against Employees 

A) Executives 

The procedure for the assessment of offences committed by executives shall be 

carried out in compliance with the current provisions of the law as well as of any 

applicable collective labour agreements.  

In particular, the SB or the Head of the Organizational Unit competent on human 
resources and organization management shall deliver to the Chief Executive 

Officer a report containing: 

• the description of the alleged conduct; 

• the indication of the Model's provisions which have been violated; 
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• the personal details of the individual responsible for the violation; 

• any documents proving the violation and/or other evidence. 

Within five days from acquisition of the above report, the Chief Executive Officer 

shall call the charged executive, through a notice of charges containing: 

• the indication of the contested conduct and the object of the violation for the 

purposes of the Model, in accordance with the relevant National Collective 
Bargaining Employment Contract; 

• the hearing date and the right of the concerned individual to formulate, even 
on that occasion, any written or oral considerations and /or justifications on 

the events, according to the timing provided for by the contractual law. 

Subsequently, the Chief Executive Officer shall ascertain, with the Head of the 

Organizational Unit competent on human resources and organization 
management, the position of the individual charged with the violation, and the 

state of implementation of the relevant disciplinary measure. 

In the event that the individual against whom the procedure has been initiated 
is a senior manager who has been granted with delegation authorities by the 

Board of Directors, and in the event, the enquiry proves his guilt according to 

the Decree, the following shall apply: 

• the Board of Directors may decide whether to revoke the delegated authorities 
attributed on the basis of the nature of the office; 

• the Chief Executive Officer may act to achieve a definition of the individual's 
position and implement the relevant disciplinary proceedings. 

The proceedings to apply a sanction shall be communicated in writing to such 
individual, within six days from receipt of the justifications by the executive. 

Such term shall start from the date when the written justifications or, if later, 
the oral justifications, have been produced. Within the scope of the above 

detailed procedure, the Board of Directors of TPZ must be informed, in all the 
above situations, of the outcome of internal assessments and the penalty profile 

applied. 

The SB, who received for information a copy of the sanction applied, shall verify 
its application. Without prejudice to the right of recourse to the judicial Authority, 

the executive, within thirty days from receipt of the written dismissal notice, 
may apply to the Conciliation and Arbitration Board, as provided for in the 

applicable bargaining agreements. 

In the event of the appointment of the above mentioned Board, any disciplinary 

sanction shall be suspended till the judgment of such body. 

B) Employees and middle management 

The procedure for application of the sanction to workers and middle 
management shall be carried out in compliance with the provisions of Article 7 
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of the Workers’ Charter, of the applicable National Collective Labor Agreement 

for Workers and of the Company’s Disciplinary Code. 

In particular, the SB or the Head of the Organizational Unit competent on human 

resources and organization management shall transmit to the Chief Executive 

Officer a report containing: 

• the personal details of the person who is responsible for the violation; 

• the description of the alleged conduct; 

• the indication of the Model's provisions which have been violated; 

• any documents and elements supporting the charges. 

The Company, through the Head of the Organizational Unit competent on human 
resources and organization management, within ten days from acquisition of the 

report, shall send the employee a notice of charges in writing pursuant to Article 

7 of the Workers’ Charter, containing: 

• the precise indication of the alleged conduct; 

• the Model's provisions which have been violated; 

• the communication of the right to submit written comments and/or 

justifications within five days from receiving the notice, and to request the 
assistance of a representative of the union to which the employee adheres or 

gives mandate. 

Following any counter-arguments put forward by the concerned employee, the 

Head of the Organizational Unit competent on human resources and organization 
management, upon consultation with the Chief Executive Officer, shall take 

measures for the application of the sanction, establishing the extent thereof. 

The disciplinary measures must be applied within six days from the receipt of 

any justifications. The above measures must also be communicated to the SB, 

which verifies the actual application of the sanction imposed.  

Without prejudice to the possible initiation of legal proceedings, the employee 
may request the formation of a Conciliation and Arbitration Panel, in the twenty 

days after receipt of the disciplinary notice, with the suspension of the sanction 

till the final decision. 

The above described procedure also provides that the Board of Directors of TPZ 

must be informed of the outcome of internal controls and of the sanctioning 

profile applied to the employees. 

5.5.3. Disciplinary proceedings against Third Party Recipients 

In order to adopt the measures provided for in the contractual clauses referred 

to in paragraph “Disciplinary measures towards Third Party Recipients and the 
external members of the Surveillance Body”, the SB or the Head Organizational 

Unit / Line of Business which manages the contractual relationship, shall 

communicate to the Chief Executive Officer, a report containing: 
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• the personal details of the person who is responsible for the violation; 

• the description of the alleged conduct; 

• the indication of the Model's provisions which have been violated; 

• any documents and elements supporting the charges. 

The aforementioned report, in the event that the contract was approved by 

resolution of the Board of Directors of TPZ, must be also sent to it and the Board 

of Statutory Auditors. 

The Head of the Organizational Unit / Line of Business which manages the 
contractual relationship, in agreement with the Organizational Unit competent 

on legal matters and based on any determinations in the meantime taken by the 
Chief Executive Officer, the Board of Directors or the Board of Statutory Auditors, 

where applicable, shall send to the concerned individual a written communication 
containing details of the alleged conduct, potential documents which support the 

notice, the Model’s provisions violated and details of the specific contractual 

clauses which are requested to be applied. 

As part of the process described above, it is expected that the Board of Directors 

and the SB of TPZ are informed of the outcome of internal controls and of the 

penalties from time to time applied. 

 

6. UPDATE AND REVIEW OF THE MODEL 

The Board of Directors of Telespazio, for the purposes of Article 6 of the Decree, 

shall supervise the update and the review of the Model. 

The Board of Directors shall entrust the Organizational Unit competent on 

compliance with the responsibility of overseeing the update of the Model and 

drawing up and updating elements of the same, in connection with the other 

competent structures. 

With the intent of maintaining a Model effective and valid over time, the following 

types of events may be taken into consideration, by merely being considered as 

examples, for the purposes of the update and review of the Model: 

• new legislation affecting the provisions on the entities liability for 
administrative offences connected to a crime;  

• interpretations of case law and prevailing doctrine; 

• the finding of deficiencies and/or gaps and/or significant violations of the 

Model provisions following the effectiveness assessments thereof; 

• significant changes to the organizational structure or to the Company’s 

business sectors;  
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• considerations arising from the application of the Model, including the results 

of updates of the “historical analysis” (such as, for example, the experiences 
coming from penal proceedings, results from SB activities or from internal 

audit activities). 
 


